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The following parts summarize the issues identified by the group members.
Routing

Two potential quite distinct routing environments can be defined:

· Within the access network: it involves routing between mostly stationary devices.  This part of the network will be largely stable, although by the principles of mesh technology, the nodes should automatically configure themselves, and adapt to added nodes or node failure.  Under certain situations, there may also be need to support limited mobility.  This part of the network is also more likely to be under one management domain.

· Within the mobile terminals: mobility, insecurity (user device ownership/control), and device diversity will be critical to the routing issues.  This part of the network will have many of the properties of an ad hoc network, and while QoS will still be a major concern, it may again require a redefinition of what is considered “acceptable” QoS.  However, unlike a purely ad hoc network, paths should remain fairly short (a reduced scalability issue), and the network’s architecture may be useful for simplifying routing issues.

Open issues

- Which routing protocol will perform best in a WMN?  Are new routing protocols needed?  
- What features or properties of a WMN influence the performance of a given routing algorithm? 
- Should we consider an interconnection between the physical, MAC and Network layer for an effective routing protocol?
- Should mobility be considered at the access network?

Scalability / Coverage
Open issues

- How to deploy infrastructure?  How to deal with capacity upgrades? (Problems of network planning and deployment (density, placement))

Admission Control

The admission control algorithm can not only rely on the availability of resources inside the local cell. In addition to local resource availability, there must be a route with adequate resources, i.e. bandwidth, for the new call.

A hierarchical admission control scheme (work of Majid and Joe) can potentially be applied.

Open Issues

- Due to varied capabilities of the various parts of the network, from individual mobile terminals, meshing between terminals, the access points, meshing between AP nodes, right through to the capacity supported by the gateway, how to identify the critical resource (the bottleneck) within the network? 
Management of Technologies

Devices may be interconnected via any means, wired or wireless. As such:

· Links may have vastly different capacities and characteristics. This includes the variability in capacity typical of many wireless technologies. 
· Devices (particularly when mobile terminals are included in the mesh) may have varying capabilities to support traffic for other users. 
Open issues

- What are the properties of WMNs that are influenced by the underlying hardware? Which problems can / cannot be solved without considering the hardware?

- What challenges arise in the WMNs that use the unlicensed spectrum? What kind of WMN belongs in which spectrum?  (SOHO vs. Access provider)

Self Configuration

Open issues
- What exactly does self organization translate to in WMNs?  
- Are nodes ‘Plug and Play’ or is there some manual configuration involved?  (for wireless routers: the integration in the existing network should not be a costly operation)

- How is it ensured that adding infrastructure actually creates a better system?
Mobility

All the problems and issues in traditional cellular networks including mobility and handoff management carry over to mesh networks. Handoff is more highlighted in WMN due to the relatively small cell sizes and probably high bandwidth connections.

Open issues

Can handoff techniques from cellular networks be applied in WMNs?  To what degree?

Quality of Service
· User data rate management: The applications should be flexible and adapt to the connectivity they use. The bandwidth available can vary according to the technology in use, the surrounding interferences, the number of users in the vicinity sharing the same resources, etc. The devices should be able to interface with different types of radio environment.
· Differentiation of Services: Traffic may be generated by a variety of applications, ranging from Internet browsing, data backup, and telephony, to entertainment and gaming. These applications generate a range of traffic patterns and have different bandwidth requirements. Classification and prioritization should be established within the network and within the nodes in order to increase the bandwidth utilization and optimize the user experience. QoS should also be maintained during inter and intra technology handoffs.
Open Issue

-How to restrict traffic to manageable levels throughout the network to deliver good QoS-levels? (what are “good QoS levels” needs to be defined)
· Interconnectivity: Networks should be able to coexist with minimum interference. One may imagine the case where multiple access points operating on the same frequency band operate at proximity of each other. Some transmission power modulation or channel adaptation may be envisioned in order to ensure peaceful coexistence.
Security
Security is a major concern as no centralized entity can be used for authentication.

Open issues

- How are users granted access to a WMN?  
- Can such processes be made more transparent?
Other Issues (to be clarified)
Node Participation at the terminal level

Managing interactions between different domains
