Important Issues in Mesh Network Research

Management of Technologies

In the most general view of a mesh network, devices may be interconnected via any means, wired or wireless.  As such, different links will have vastly different capacities and characteristics.  This includes the variability in capacity typical of many wireless technologies.  Additionally, like in an ad hoc network, devices (particularly when mobile terminals are included in the mesh) may have varying capabilities to support traffic for other users.  If such a heterogeneous network is targeted, mechanisms must be in place to support this diversity while achieving maximum levels of QoS possible for the configuration.

Routing

Under our central picture of what a mesh network is, we included mesh effects at both the access point and the mobile terminal level.  This creates two potentially quite distinct routing environments.  The first, within the access network, involves routing between mostly stationary devices.  This part of the network will be largely stable, although by the principles of mesh technology, the nodes should automatically configure themselves, and adapt to added nodes or node failure.  Under certain situations, there may also be need to support limited mobility (this has been suggested, but I’m not really sure it will be necessary).  This part of the network is also more likely to be under one management domain.

The second part of the mesh network will be within the mobile terminals.  Here, mobility, insecurity (user device ownership/control), and device diversity will be critical to the routing issues.  This part of the network will have many of the properties of an ad hoc network, and while QoS will still be a major concern, it may again require a redefinition of what is considered “acceptable” QoS.  However, unlike a purely ad hoc network, paths should remain fairly short (a reduced scalability issue), and the network’s architecture may be useful for simplifying routing issues.

Mobility


Supporting mobility could be one of the major strengths a mesh network can offer over other conventional systems.  There would appear to be two critical issues to allowing widespread mobility using a mesh – achieving complete coverage, and performing rapid “handoffs.”  Coverage will be an interesting issue, in terms of network planning and deployment (density, placement), particularly to service providers.  The concept of a handoff may be significantly different from in a purely cellular system, as the mesh inherently allows/requires for a greater lateral sharing of information.

Admission Control


Admission control again relates to the varied capabilities of the various parts of the network, from individual mobile terminals, meshing between terminals, the access points, meshing between AP nodes, right through to the capacity supported by the gateway.  The critical resource (the bottleneck) within the network is not immediately obvious, and may depend on a number of factors.  It also may be extremely dynamic.


Based on previous work in wireless (particularly ad hoc) networks, it seems likely that operation in a congested state may be extremely detrimental – consider the handling of routing changes in an ad hoc network, where congestion spawns greater congestion due to routing control overhead.  Therefore, restricting traffic to manageable levels throughout the network may be the single most important aspect to delivering good QoS-levels.

Other Issues

Security

Configuration

Node Participation at the terminal level

Managing interactions between different domains
