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Abstract—Collisions in underwater acoustic networks can not be tolerated due to the fundamental differences between underwater
acoustic propagation and terrestrial radio propagation. Thus, conceiving medium access protocols that avoid collision to the most
possible extent is of paramount importance. In this paper, a multi-channel MAC protocol, MC-UWMAC, especially designed for
underwater acoustic sensor networks, is proposed and evaluated. MC-UWMAC is an energy efficient MAC protocol that aims at
achieving a collision free communication. MC-UWMAC operates on a single slotted control channel to avoid the missing receiver
problem and multiple data channels to improve the network throughput. To guarantee to the most possible extent a collision free
communication, MC-UWMAC uses two key newly designed procedures: i) a grid based slot assignment procedure on the common
slotted control channel that approaches the 2-hop conflict free slot assignment and ii) a quorum based data channel allocation
procedure. More precisely, according to MC-UWMAC, a sender uses its own dedicated slot on the common control channel for
handshaking with an intended neighbor receiver. However, data transmission takes place in a unique data channel especially reserved
for this pair of neighbor nodes. In fact, MC-UWMAC reserves for each pair of neighbor nodes a unique data channel that aims at being
2-hop conflict free. As such, the probability of collision is highly reduced and even completely mitigated in some scenarios. In addition,
by using multiple channels, MC-UWMAC allows multiple data communications along with handshaking on the common control channel
to take place at the same time and hence the network throughput as well as energy efficiency are improved. Simulation results show
that MC-UWMAC can greatly improve the network performance especially in terms of energy consumption, throughput, and

end-to-end delay.

Index Terms—UnderWater acoustic sensor networks, MAC, multichannel communication, performance analysis, energy conservation

1 INTRODUCTION

NDERWATER Acoustic Sensor Networks (UW-ASNs)

have witnessed an increasing interest in the last
decade. Indeed, UW-ASNSs can be deployed to serve a wide
range of collaborative applications such as, offshore explo-
ration, tsunami warning, and mine reconnaissance [1].
Conceiving network protocols especially tailored for under-
water acoustic networks faces serious challenges. First, the
propagation speed for an acoustic link is 1,500 meters/sec,
2 x 10° times lower than the speed of a radio link [1], [2],
[3]. This means that the propagation delay is 2 x 10° times
longer for an acoustic link. Second, in acoustic links, the
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transmit power is not only too high but also dominates the
receive power. Indeed, the transmit power is typically 100
times more than the receive power. For example, in WHOI
Micro-Modem [4], the transmit power is 10 W which is 125
times of the receive power (80 mW). In addition, note that
batteries of underwater sensors are not only energy con-
strained but most importantly cannot be easily recharged,
since for instance solar energy cannot be exploited. Finally,
the available bandwidth is highly limited due to the harsh
environment features including transmission loss, noise,
and high propagation delay.

Consequently, acoustic underwater communications are
expected to achieve lower throughput while consuming
larger amount of power compared to their terrestrial radio
counterparts. To overcome theses challenges, designing effe-
ctive Medium Access Control (MAC) protocol for UW-ASNs
is of paramount importance since the MAC protocol is respon-
sible for coordinating nodes’ access to the shared wireless
medium. Indeed, the crucial task of a MAC protocol is to pre-
vent simultaneous transmissions. It has to resolve transmis-
sion collisions of data packets while guaranteeing low
channel access delays, fairness among the nodes in a network
and energy efficiency especially for energy constrained net-
works. The effectiveness of the MAC protocol operations in
harsh UW-ASNs environments greatly impacts network
utilization.

Collisions are more critical in UW-ASN since they dra-
matically decrease network performance especially in terms
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of throughput and energy consumption [3]. The impact of
collisions is even worse in heavily loaded UW-ASNs. Hence,
collisions in UW-ASNs have to be avoided to the most possi-
ble extent.

In this paper, we focus on multi-hop sparse heavily
loaded UW-ASNs and propose a medium access protocol
with the goal of avoiding collisions in order to enhance net-
work performance. To avoid collisions in UW-ASNs, some
earlier protocols [5], [6] propose a centralized solution
where a particular node is in charge of arranging transmis-
sion schedules for all the nodes. However, these protocols
perform efficiently only in a single hop underwater environ-
ment. In some other TDMA-based UW-ASN MAC protocols
such as T-Lohi [7], slotted ALOHA [8], and slotted FAMA
[9], time is divided into frames that are further divided into
fixed-length slots and a communication can be initiated
only at the beginning of a time slot. Similarly, these solu-
tions perform well mainly in a single hop or lightly loaded
context. However, they generally do not function properly
in a multi-hop, heavy load network scenario with a large
number of sensor nodes. Indeed, these earlier protocols
(summarized in Table 1) by design have been mainly con-
ceived for single hop UW-ASNS; either to ignore the colli-
sion impact as in [5] and [9] or as a starting point to assess
their proposal performance with expected later improve-
ments in multihop scenario as in [6] and [9]. In [8] authors
show that the protocol suffers from low channel utilization
in a single hop scenario which is likely subject to deteriora-
tion in a multihop scenario.

In this paper, a multi-channel MAC protocol (MC-
UWMAC) for UW-ASNSs is proposed and evaluated. Our
ultimate aim is to conceive a low power MAC protocol espe-
cially tailored for sparse heavily loaded underwater sensor
networks. Recall that in event-driven reporting applications
and on-demand reporting, sensor nodes are expected to gen-
erate bursty traffic. Indeed, in event-driven applications, like
Tsunami warnings, flood detection, once a pre-specified
event occurs, the reporting task is initiated and hence bursty
heavy load traffic emanates from detecting nodes. Moreover,
in on-demand reporting applications, communication is ini-
tiated by the sink, and sensors send their data in response to
an explicit request which will also generate bursty traffic.

To design a multichannel MAC protocol, general issues
such as “when and which node can use which channel”
must be addressed. Traditionally, channel negotiation is
done through the exchange of control messages. Such mech-
anisms are however not efficient in UW-ASNs because of
the long propagation delay and considerably higher trans-
mission power. Consequently, such negotiation based tech-
niques are expected to highly increase the end-to-end delay
while introducing extra power consumption especially in
UW-ASNSs due to significant signaling overhead. Therefore,
in UW-ASNSs, these channel assignment and transmission
scheduling problems should be solved in an energy-efficient
way, preferably without requiring extra control packets
exchange. Moreover, the inherent missing receiver problem
typical in multichannel communication schemes, which
occurs when a sender fails to reach its intended receiver
because they do not reside on the same channel, has to be
carefully addressed in underwater acoustic context.

To handle the aforementioned issues, we define and
adopt the concept of singleton-intersecting quorum systems
to devise MC-UWMALC that has several attractive features.
First, equipped with one modem, each sender will have a
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dedicated data channel to communicate with a given neigh-
bor such that potential collision among neighbors is avoided
in any data channel. According to MC-UWMAC, each
underwater sensor will be assigned a subset of data chan-
nels such that a unique and different data channel is dedi-
cated for possible communication with every neighbor.
Note that, this unique data channel allocated for every pair
of nodes is different from all the other data channels allo-
cated to all possible pair of nodes in the neighborhood. As
such, the hidden node problem is avoided during data com-
munication. Second, thanks to the use of a common control
channel along with an availability table, each sender is
guaranteed to meet its receiver and hence, the missing
receiver problem is solved. Moreover, even with the use of
a unique control channel, MC-UWMAC succeed to guaran-
tee to some extent a collision free handshaking on the com-
mon control channel. In fact, MC-UWMAC targets to
allocate to each sensor node in a given neighborhood, a
unique 2-hop conflict free slot of time for possible hand-
shaking on the single slotted common control channel
which reduces the energy wastage due to possible damag-
ing collision during handshaking. Third, credited to the sep-
aration of control and data channels, control and data
packets transmissions in MC-UWMAC will not only ovoid
collisions among them but can also take place at the same
time which will improve network throughput. Simulation
results demonstrate that the proposed MC-UWMAC signifi-
cantly improves the network throughput and energy effi-
ciency especially for heavy loaded traffic patterns.

The main contributions of this paper can be summarized
as follows:

e We propose an energy efficient multichannel single
rendezvous MAC protocol, MC-UWMAC, that tar-
gets collision free communication in sparse heavy
loaded networks without any extra message exchange
in order to increase the network throughput and
energy efficiency. Indeed, by using a simple and suc-
cessful handshaking process on a common slotted
control channel (RTS/CTS), a node will be able to
achieve a successful data communication by avoiding
to the most possible extent collision on both control
and data channels. Note that, in our work we opt for
the use of a common control channel in order to avoid
the missing receiver problem which is inherent in a
multichannel communication scheme and may
adversely impact the network throughput.

e To avoid control packets collision on the common
control channel, we propose a TDMA-based commu-
nication. More precisely, we propose a grid based slot
assignment procedure that approaches the 2-hop con-
flict free and collision free slot assignment while
using a reduced frame size. It is worth pointing out
that our slot assignment procedure does not require
any extra control message exchange among nodes in
order to help them deciding their slot numbers which
will further reduce energy consumption. Indeed, by
assuming that every sensor node knows its own geo-
graphical coordinates, it will be able to determine its
slot number. The slot assignment procedure is con-
sidered as one of the main contributions of this work.

e To mitigate data collision, we assign to every under-
water node a subset of data channels such that a
unique and different data channel is dedicated for
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TABLE 1
A Recap Table for Underwter MAC Protocols
Reference Main idea Technique Limitation
Single Channel Ordered Uses a round-robin schedul-  Fixed Transmission order. Single hop networks

CSMA [5] ing and CSMA to avoid colli- ~ Without the handshake
sions. It allows multiple mechanism and control
carriers from multiple sour-  packets. Immediate Trans-
ces to propagate at the same  mission after data reception
time. of the previous scheduled

transmitter.

[6] TDMA-based MAC protocol ~ Present a mechanism for Single hop networks
especially tailored for under- nodes to avoid collision by
water environment that appropriately adjusting the
adopts sleep strategy to save  guard time between slots
energy. according to the distance

between the nodes.

T-lohi [7] CSMA-based MAC proto- Each frame is divided intoa  T-Lohi requires a node to
cols. Nodes contend to reservation period (RP) and  be idle and listen to the
reserve the communication a data transfer period. Each  channel in each contention
channel to send data. RP is further partitioned into  round. = low channel

contention rounds (CRs) utilization
until one node successfully
reserves the channel.

[8] Improve the performance of ~ Adding guard bands to the ~ Analysis of slotted Aloha
slotted Aloha in space-time transmission slots. with equal guard bands
variable underwater envi- only for Single and equi-
ronment. distant receiver.

Slotted Combines carrier sensing Time is slotted. Each packet, Mobile AUV networks.

FAMA [9] with handshaking to avoid either control or data, has to
hidden terminal collisions. be sent at the beginning of

one slot = All nodes in the
same neighborhood will
have a complete knowledge
of ongoing transmissions
and hence avoid collisions.
Multiple Channels RCAMAC A reservation based RTS/ Entire bandwidth is divided  Single cell scenario where
(Single Rendez-vous) [15] CTS UW-MAC protocol. into two channels. 1-: control  all nodes are within the
channel with less band- same neighborhood.
width. 2- data channel with
much more bandwidth.

CUMAC Utilizes the common control ~ Control channel goals: 1- message exchanged to

[16] channel for neighbors coop-  select an available free data  achieve such objectives are
eration. Multiple data chan-  channel 2-detect collision. energy and delay consum-
nels. ing.

Multiple Channels MM-MAC  Cyclic Quorum Based Multi-  Time divided into super- 1-Procedure to compute

(Multiple Rendez-vous) [3]

ple handshaking/ negotia-
tion channels

DMM-MAC  Uses multiple channels with

[17]

duty cycling to achieve
energy conservation.

frames: control and data
periods. Control period :
default slots and switching
slots. At default slots, a node
stays on its default channel
waiting for transmission. At
switching slots, a potential
sender may switch to its
intended receivers default
channel to initiate a trans-
mission.

Built upon MM-MAC. It
combines duty cycling
scheme with MM-MAC. In
each wakeup frame, the
MM-MAC protocol is
applied.

the default and switching
slots is not foolproof. 2-
Notification messages are
energy and delay consum-

ing

Same as MM-MAC

possible communication with each neighbor. The
data channel subsets construction and assignment
that satisfy such requirements are also considered as
significant contributions of this work.

This paper is organized as follows. Section 2 presents
the state of the art related to the focus of this paper. Section 3
presents a detailed description of our MC-UWMAC. Section 4
provides a collision study in MC-UWMAC. The results
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are provided in Section 5, where we compare the perfor-
mance of our proposal with a related existing multi-channel
MAC protocol MM-MACI[3]. This paper concludes with a
summary of our contributions.

2 RELATED WORK

In the past decade, underwater acoustic networks have
gained significant interest in the research community. Due
to the unique characteristics of the underwater channel,
simply applying the terrestrial wireless sensor networks sol-
utions would not achieve acceptable network performance.
Therefore, dedicated solutions should be developed in
almost every layer of the protocol stack. Authors in [2], [10]
provide an overview of existing networking protocols for
underwater networks. In [2], the authors provide a brief
overview of MAC, routing and transport protocols for UW-
ASNs, where all the described MAC protocols use a single
channel, unlike our proposed multi-channel solution.
Authors in [10], present a thorough overview of Physical,
MAC and routing protocols for UW-ASNs. With respect to
MAC protocols, authors in [10] focus on single channel
works using either FDMA, CDMA or TDMA techniques. In
this section, we focus on multi-channel MAC protocols
especially designed for UW-ASNSs. Table 1 provides a tax-
onomy and a summary of these protocols.

Underwater MAC protocols can be classified into two
categories: the MAC protocols with single channel and the
MAC protocols with multiple channels. The single channel
underwater MAC protocols use only one channel for com-
munication [5], [6], [7], [8], [9]. Consequently, channel seiz-
ing methods should be performed before any data
transmission either through handshaking messages or time
slots assignment as summarized in Table 1. Different from
single channel UW-MAC protocols, multiple channel proto-
cols rely on more than one channel for communication.
Recent studies on multichannel MAC protocols for under-
water acoustic sensor networks [11], show that such a paral-
lelism can highly enhance the network throughput, reduce
the channel access delay, and save energy consumption
[12], [13]. Moreover, the rapid development of underwater
acoustic modem [14] has also enabled the use of multiple
acoustic channels in parallel.

Moreover, it is worth pointing out that using a multi-
channel communication scheme allows multiple simulta-
neous transmissions emanating from close senders,
naturally contentious, to take place, thing that was impossi-
ble with the single channel scheme. Indeed, using multi-
channel MAC scheme, nodes within the neighborhood of
each others can simultaneously and successfully transmit
packets provided that they are on different data channels.
As such, the average end-to-end delay is expected to be
highly reduced even if the transmission time is increased
due to reduced data channel width. Indeed, further divid-
ing the limited bandwidth into smaller data channels will
inevitably increase the transmission time, note, however,
that the channel access delay will be reduced and collision
will be highly avoided such that the end-to-end delay is
expected to be reduced which is extremely important in
long delay underwater acoustic sensor networks.

Multichannel MAC protocols can be further classified
into two categories: single rendezvous and multiple rendez-
vous. In the next two sections, we review existing multi-
channel MAC protocols on both categories.
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2.1 Single Rendezvous Multi-Channel MAC
Protocols for UW-ASNs

In single rendezvous multi-channel MAC protocols, there
are one common control channel and multiple data chan-
nels. The node with outgoing packets will exchange some
control information over the single control channel to agree
on the data channel. The major advantage of this approach
is that it highly alleviate the missing receiver problem which
is inherent to the multichannel communication scheme,
where a potential sender may fail to reach to a target
receiver since they reside on different channels. However,
this common control channel can clearly become a bottle-
neck especially in dense high traffic networks.

One of the first work in single rendezvous multi-channel
MAC protocols for UW-ASNs is RCAMAC [15]. RCAMAC
is a Reservation Channel Acoustic Media Access Protocol
based on RTS/CTS handshaking on a common control
channel. Accordingly, the entire bandwidth is divided into
two channels. One is a control channel with less bandwidth.
Another is the data channel with much more bandwidth. By
doing so, the authors show that better network throughput
as well as more energy efficiency are achieved.

CUMAC [16] is a more recent example of single rendez-
vous approach especially conceived for underwater acoustic
sensor networks. CUMAC mainly utilizes the common con-
trol channel for neighbors cooperation to first select an avail-
able free data channel and second to detect collision with a
simple tone device designed for the distributed collision
notification. Although CUMAC aims at providing a collision
free communication, the message exchanged to achieve such
objective are energy and delay consuming in long delay high
power underwater acoustic sensor networks.

2.2 Multiple Rendezvous Multi-Channel MAC
Protocols for UW-ASNs

As opposed to single rendezvous multi-channel MAC pro-
tocols, device pairs using multiple rendezvous MAC proto-
cols can conduct simultaneous handshaking on distinct
channels. The rational behind it is to overcome the potential
single control channel bottleneck. However, since there are
multiple rendezvous channels, special and careful coordina-
tion is required to guarantee that two devices can get in
touch on the same channel. Note that, with multiple rendez-
vous multi-channel MAC protocols, the missing receiver
problem is susceptible to get accentuated which may pre-
vent regular spontaneous communication unless a special
mechanism is provided to handle it.

One of the most recent MAC solution was proposed in
[3] and called MM-MAC protocol. MM-MAC aims at using
a single modem to emulate multiple transceivers. Based on
the cyclic quorum systems concept, nodes running MM-
MAC can perform their channel negotiations on different
channel simultaneously while avoiding to some extent the
missing receiver problem. Accordingly, the time is divided
into a series of superframes. Each superframe is further
divided into control and data periods. For each control
period, control slots are partitioned into default slots and
switching slots such that every node will be allocated some
defaults and switching slots. At default slots, a node
stays on its default channel (each node is supposed to
have its own default channel), waiting for transmission
requests. At switching slots, a potential sender may switch
to its intended receiver’s default channel to initiate a
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transmission. To solve the missing receiver problem, the
authors use the cyclic quorum concept to guarantee the
overlapping between the default slots and the switching
slot between any pair of nodes. That being said, the pro-
posed procedure to compute the default and switching slots
does not really guarantee the overlapping constraint which
is mandatory for the proper functioning of the protocol.
Moreover, MM-MAC relies on notification messages broad-
casting in order to inform neighboring nodes about any cho-
sen data channel and hence avoid possible collisions on data
channels. Indeed, once a sender and receiver succeed their
handshaking process, both of them will repeatedly send a
notification message at each of the remaining control mini-
slots to declare that a given channel has been reserved. Such
excessive sending of notification messages will highly con-
sumes the network resources especially in terms of energy.

DMM-MAC [17] is another example of multiple rendez-
vous multi-channel MAC protocols for UW-ASNs. Built
upon MM-MAC, It combines duty cycling scheme with
MM-MAC in order to further save energy consumption.
The combination is rather intuitive as simply, in each
wakeup frame, the MM-MAC protocol is applied.

3 MC-UWMAC: A MuLTI-CHANNEL MAC
ProTtocoL FOR UW-ASNs

3.1 Why Single Rendezvous Multi-Channel
Under-Water MAC Protocol?

Adopting a single rendezvous multi- channel MAC protocol
for UW-ASNSs that are naturally sparse can be highly justified
and beneficial since it will avoid any unnecessary extra mes-
sage exchange to find the intended receiver and decrease col-
lision probability in a given data channel since every node
has a complete view of the data channels availabilities. More-
over, it is completely true that our proposed MAC protocols
targets especially sparse heavy loaded UW-ASNs which
may insinuate that the common control channel will be
highly solicited and thus the collision problem may be
worsen, thing that is not at all true. Indeed, once a handshak-
ing is successfully achieved on the common control channel,
MC-UWMAC allows every source node to send as much
data packets as it has in its own buffer for the intended
receiver on the dedicated data channel. Thus, one RTS/CTS
exchange on the common channel will be enough to handle
multiple data packet transmissions to the same receiver on
the same data channel and hence the collision problem will
not be accentuated on the common control channel.

3.2 Why Slotted Control Channel?

In MC-UWMAUGC, the control channel is chosen to be slotted.
Slots of constant duration are grouped into TDMA frame
(or frame for short), of length n, and numbered. Nodes
access the common channel according to the predetermined
TDMA schedule that specifies in details which nodes are to
send in each slot of the frame. In MC-UWMAC, we opt for
TDMA access technique rather than carrier sensing in order
to ensure to some extent a collision free communication
over the common control channel in addition to the guaran-
teed collision free communication over any data channel.
Indeed, in long delay networks such as UW-ASNs, adopting
exclusively carrier sensing to access the common channel
will cause a long delay hidden terminal collisions as expl-
ained in Section 3.2.2 where two pairs of neighboring nodes
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in the same vicinity may succeed in their handshaking
nearly at the same time because of long propagation delay
and hence collisions that are supposed to be naturally
avoided by CSMA/CA protocols are no longer mitigated
which question the usefulness of carrier sensing in UW-
ASNs [16]. Therefore, from the start most of the propo-
sed solutions for UW-ASNs combine carrier sensing with
TDMA in order to enhance the proposed protocols perfor-
mance [5], [6], [7], [8], [9].

In simple contention-based single rendezvous multi-
channel MAC protocols, the data channel assignment is nor-
mally integrated into the RTS/CTS handshaking process on
the control channel. However, for single-transceiver conten-
tion-based multichannel schemes in long-delay underwater
networks, simple RTS/CTS negotiation approaches are not
as efficient as they used to be in terrestrial wireless sensor
networks. Indeed, in addition to the traditional multi-hop
hidden terminal problem for the single channel network,
underwater networks will more suffer from two new hid-
den terminal problems that are intrinsic in the new under-
water acoustic network context: multichannel and long-
delay hidden terminal problems.

3.2.1 Multichannel Hidden Terminal Problem

Multichannel hidden terminal problem was first introduced
in [12] for nodes with single transceiver. Indeed, if the node
has only one transceiver, it can listen either on the control
channel or on a data channel, but not on both which may lead
the node to lose control of the data channels availabilities and
hence potential collisions on busy data channels may occur.
For instance, suppose that two nodes, say A and B, previously
communicating in data channel j, initiate a new communica-
tion in data channel ¢ that was already reserved by a neighbor
pair during their communication in data channel j. Indeed,
with a single transceiver, nodes will lose control of the data
channels availabilities once they move to a data channel and
hence data collisions my happen on data channel ¢ due to dis-
ruption from the pair A and B. Obviously, multichannel hid-
den terminal problem can be easily avoided by having one
dedicated transceiver continuously listening on the control
channel. In this case, at least two transceivers are needed on
every node which is a costly solution especially when using
underwater acoustic transceivers. Instead, another solution
that was introduced by [16], is based on initiating a coopera-
tive collision detection mechanism that requires extra mes-
sages exchange in order to prevent data collisions. For energy
efficiency, our MC-UWMAC solution guarantees a collision
free data communication without requiring any extra mes-
sage exchange to negotiate the channel availability thanks to
our quorum construction and allocation procedures as
detailed in Section 3.4.

3.2.2 Long-Delay Hidden Terminal Problem

The inherent long propagation delays of the underwater
acoustic channel introduce another kind of hidden terminal
problem where two pairs of neighbor nodes in the same
vicinity may succeed to reserve the same data channel
nearly at the same time because of long propagation delay,
as shown in Fig. 1. At the beginning, all nodes are listening
to the control channel. Suppose that node A starts sending a
RTS message to node B to communicate on data channel :.
Shortly after, a node C neighbor of A and B starts sending a
RTS to node D to communicate also on data channel 7, since
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D R
Fig. 1. Long-delay hidden terminal problem.

it didn’t yet receive node A’s RTS. Node B correctly receives
node A’s RTS and reply by the CTS. Shortly after, D receives
the RTS from C. Node D being neither a neighbor of B nor a
neighbor of A will normally sends its CTS. Consequently,
both pairs of nodes will initiate data communication on
channel i nearly at the same time. This problem is usually
insignificant in terrestrial radio networks due to the
extremely high propagation speed of radio signal. For long-
delay underwater acoustic networks, however, this problem
has to be considered and well addressed. In brief, new solu-
tions are highly required in order to effectively solve the tri-
ple hidden terminal problems in single-transceiver
multichannel long-delay underwater networks.

Our MC-UWMAC protocol is proposed to tackle efficiently
these new challenges. Opting for time division multiplexing
technique was the first step to cope with the triple hidden ter-
minal problem in addition to our quorum and slot allocation
procedures explained in Section 3.4 Indeed, by assigning to
each node its own slot, we avoid concurrent simultaneous res-
ervation of the same data channel and hence the long delay
hidden terminal problem is overcome. As for the multichan-
nel hidden terminal problem, it will be efficiently addressed
by our quorum construction and allocation procedures.

According to MC-UWMAC, the control channel is tem-
porally shared by all nodes in UW-WSN, and communica-
tion is halfduplex: node v cannot send one message and
receive another simultaneously. All node clocks are syn-
chronized to a common global time [18], and time is slotted.
Each node i is allocated a predefined slot in the frame, such
that i’s slot number is different from all its neighbors slot
numbers. Consequently, each node access, in a given neigh-
borhood, is scheduled to a predetermined time. Note that,
every slot number can be spatially reused by different nodes
far apart from each others.

More precisely, let us consider the time diagram shown
in Fig. 2.

We define the slot time as

Tsror = Trrs + Tors + 2 X Trrop, (1)

where Tr7s and Tirg refer to the RTS and CTS messages trans-
mission times in the common channel, respectively. Note that
here, the main objective of deploying RTS/CTS scheme is to
establish a rendezvous with the intended receiver rather than
avoiding collision like in CSMA scheme. For more details the
reader is referred to Section 3.5. Tprop refers to the propaga-
tion time over the transmission distance R;

(2)

t
Trrop = v
S

where V; refers to the nominal speed of sound in the water
Vi = 1500 m/s.
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Fig. 2. MC-UWMAC frame structure.

In large TDMA-based multihop wireless sensor networks,
slots within a fixed-length frame need to be spatially reused
in order to increase the network throughput. In other words,
the same slot number has to be shared among several nodes
geographically quite separated from each other. Although
the undeniable benefits of the spatial reuse, it may cause the
so called slot assignment conflicts between nodes. A k-hop
slot assignment conflict is defined in [19] as one in which a
pair of nodes k hops away is assigned the same slot. The
presence of k-hop slot assignment conflicts, especially where
k <2, causes collisions that should be properly handled.
Contrarily, slot assignment is defined to be a 2-hop conflict-
free if the slot S(v) used by a node v is not reused in the 2-
hop neighborhood of v, N<;(v) and hence collision is
completely mitigated. In our work, we will propose our own
slot assignment procedure aimed at being 2-hop conflict free
without any extra message exchange between the nodes.
Our goal is to provide to the most possible extent a collision
free communication while avoiding any extra message
exchange among nodes as such the network throughput
highly increases and so does the energy efficiency.

By taking advantage of the underwater acoustic net-
works characteristics, namely low density, we aim at closely
approaching the 2-hop conflict-free slot assignment, while
using a reduced frame length of size n, where n can be
the maximum neighborhood size and most importantly
without imposing any message exchange among neighbor-
ing nodes which makes our protocol more energy efficient.

3.3 Overview

MC-UWMAC is a multi-channel medium access control pro-
tocol designed for multi-hop underwater acoustic wireless
sensor networks using a single modem to emulate multiple
transceiver solutions. MC-UWMAC operates on single con-
trol channel and multiple data channels of total number
N = @ where n can be the maximum neighborhood size
in the network. Specifically, there is a common slotted control
channel and N equal-bandwidth data channels. In the com-
mon control channel, which is the default active channel, time
is divided into series of frames. Each frame is further divided
into n slots such that every node in a neighborhood will be
assigned a unique slot of duration T's;or for possible hand-
shaking. Indeed, to enable a data communication between a
sender A and a receiver B, A and B must first successfully
exchange RTS and CTS packets during A’s slot then they have
to switch to the same appropriate data channel. Note that,
once A and B are in the appropriate data channel, they may
remain as long as A has packets for B provided that they
announce the end time of communication to their respective
neighbors during the handshaking. In other words, the time
in MC-UWMAC is only slotted according to the control chan-
nel as opposed to MM-MAC [3] where the frame is divided
into control and data periods. Consequently, we may expect
from MC-UWMAC to achieve better network throughput as
the frame length is of reduced size.



2304

—®—.,

qQc=3 6
8,-{2,589} 8

@)\( =1
$,={1,5,6,7} %sﬁ{m,y}
=4 10 4

2

S,={3,6,8,10}
9
3 =5
S5={4,7,9,10} 9% =3
7 5 $3={2589}

§,={1,2,3,4} =2
8,={1,5,6,7}

Fig. 3. Example of channel assignment (n,,,. = 5). The precised number
on every link denotes the common dedicated data channel.

According to MC-UWMAUC, to appropriately select a data
channel for possible communication, each node u will be
assigned a subset of data channels S, of length (n — 1) that
may be used by u for data communication with the (n — 1)
possible neighbors. Any node v , neighbor of u will be
assigned another subset of data channel S, different from
S, but they intersect exactly in one common data channel
that will be used by u and v for their communication. Hence
at maximum n different subsets will be assigned in any given
neighborhood provided that the respective subsets of any
two neighbors should satisfy the non empty intersection
property for possible data communication. As explained in
the next section, we will show how to build the subsets of
data channels and how to allocate them such that n different
subsets will be sufficient enough to serve all the nodes in the
network while achieving a collision free communication
among them. Note that, in MC-UWMAC, we impose that the
pairwise intersection between S, and any .S,,, v neighbor of
u, is a singleton CH,,, such that any two neighbors will have
at their disposal a unique data channel to communicate on,
for collision avoidance purposes. According to MC-
UWMAC, the following property should be satisfied

Yu,V{v, w} € No(u), w#v=> S, NSy # S N Sg,, 3)

where N,(u) is the list of u’s one-hop neighbors. In other
words, data channel CH,, will be only allocated for data
exchange between u and v, meaning that no other neighbor
of u or v is using CH,, to communicate with u or v, respec-
tively. Therefore, not only collisions among neighbors is
mitigated but also collisions due to hidden node is
completely avoided and hence a collision free communica-
tion is guaranteed on data channel. Note however that the
same C'H,, may be reused in a two hop far neighborhood
which boosts the spatial reuse inside the network. To reca-
pitulate, MC-UWMAC aims at achieving a 2-hop conflict-
free data channel subset assignment as shown in Fig. 3. By
doing so, we aim at increasing the network throughput
while being extremely energy efficient by completely miti-
gating collisions in any data channel. Moreover, MC-
UWMAC proposes a data channel allocation scheme that
allows each node to know in advance its own subset of data
channels and which data channel to be used with every
neighbor, for possible communication, without any extra
packet exchange provided that every node knows its own
geographical coordinates as well as the ones of its one hop
neighbors. Given that the UW-ASNs are sparse, we expect
that acquiring such information is easily manageable.
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Consequently, and more importantly we further decrease
the energy consumption by avoiding any overhead that
might be produced to appropriately select an available free
data channel as in CUMAC [16] , where the nodes have to
cooperatively negotiate the list of available data channels
using RTS/Beacon/CTS. Moreover, according to MC-
UWMAC, during the data communication between u and v,
we guarantee a collision free communication since CH,, is
supposed to be only used by u and v and hence the multi-
channel hidden terminal is mitigated. Most importantly, as
explained in the next section, our proposed data channels
allocation scheme does not require any extra packet excha-
nge to guarantee that almost all the neighbors in a given
node neighborhood will select different data channel sets as
represented in the example of Fig. 3 where for every node
in the network, a unique and different data channel is asso-
ciated to each one of its neighbors.

It is worth pointing out that, we will adopt the same pro-
cedure for the slot allocation on the control channel among
neighboring nodes. Here again n slots will be sufficient
enough to highly decrease the collision probability during
handshaking on the control channel, where n is the maxi-
mum size of one hop neighborhood. That being said, MC-
UWMAC does not fully guarantee the exclusive 2-hop con-
flict free assignments of data channel sets as well as time
slots, that's why MC-UWMAC will be supplied with a back-
off mechanism (as explained in Section 3.5.4) to deal with
unlikely collision.

3.4 Data Channels Subsets Construction and
Allocation

In this section, we present the most important concepts in
our protocol, namely 1) How to build the n subsets of data
channels of length (n — 1) each, such that the pairwise inter-
section between any 2 sets is a unique singleton and 2) How
to allocate them to sensor nodes such that to maximize the
probability of collision free communication. Note that, the
same data channel subsets assignment procedure will be
used for time slot allocation.

3.4.1 MC-UWMAC Quorum Construction

The main idea behind MC-UWMAC is how to build our
subsets of data channels of length (n — 1) each, such that we
guarantee the unique singleton intersection among pairwise
neighboring nodes, and hence the multichannel hidden
terminal problem is avoided without requiring any extra
messages exchange among nodes. Thus, the collision free
communication on any given data channel is insured. To do
so, we utilize the concept of quorum systems that have been
widely used for mutual exclusion in distributed systems
[20] and for MAC protocol design in wireless networks [21],
[22], [23], [24] and recently for UW-ASNs [3], [17]. A quo-
rum system can be defined as follows.

Definition 1. Given a universal set U = {u1,...,ux}, a quo-
rum system @ under U is a collection of non-empty subsets of
U, each called a quorum, which satisfies the intersection prop-
erty: V{G,H} € Q;GN H # 0.

Elements of a quorum system are simply called quorumes.
For example, @ = {{1, 2}, {1, 3}, {2, 3}} is a quorum system under
U = {1, 2, 3}. There are many quorum systems, such as the
cyclic quorum system, the grid quorum system, and the torus
quorum system. We create our own quorum system that
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satisfies the functional requirements of our multichannel
MAC protocol: MC-UWMAC. Accordingly, our quorum sys-
tem will be mainly used for data channel selection between
any two neighbor nodes as opposed to MM-MAC protocol
[3], where the quorum system is used to select communication
slots as explained in [3]. In other words, every quorum in our
system represents a subset of data channels to be allocated to
an underwater sensor node. The first main characteristic that
should be satisfied by our target quorum system is that the
pairwise intersection between any 2 quorums is a singleton.
Therefore, any two neighbors will have at their disposal a sin-
gle common data channel that will be used for possible data
exchange between them. Consequently, our target quorum
system can be now defined as follows.

Definition 2. A quorum system Q under U = {uy, ..., uy}, is
said to be a singleton-intersecting quorum system if the pair-
wise intersections among quorums is singleton. In other words,
VG, H € Q;GNH = {u;}.

For instance, the quorum system @ = {{1, 2, 3}, {1, 4, 5}, {1, 6,
71,{2,4,61},12,5,7},{3,4,7}, {3, 5, 6}} is a singleton-intersecting
quorum system under U = {1,...,7}. Note that () in this exam-
ple is the finite projective plane quorum system used by Mae-
kawa [25] in his mutual exclusion algorithm. Now, the second
main characteristic that should be also fulfilled by our target
quorum set is the unique singleton intersection between any
two quorums. In other words, any pair of quorums should
intersect in a unique different element from all the other possi-
ble pairwise intersections. Therefore, two pairs of nodes will
never have the same common data channel to communicate
on and hence simultaneous collision free communication
emanating from neighbors can take place. Formally, our tar-
get quorum system can be finally defined as follows:

Definition 3. A singleton-intersecting quorum system @ under
U= {u,...,un}, is said to be a unique singleton-intersecting
quorum system if the pair-wise intersections among quorums is
a unique different singleton. In other words, V{G, H,I, J} € Q;
G#FH#I#J;,GNH#INJandGNH#GNI.

For instance, the finite projective plane quorum system
Q=1{1,2,3},{1,4,5},{1,6,7},{2,4,6},{2,5,7},{3,4,7},{3,5, 6}}
is a non unique singleton-intersecting quorum system, while
the quorum system Q' = {{1, 2, 3}, {1, 4, 5}, {2, 4, 6}, {3, 5, 6}} is
indeed a unique singleton intersecting quorum system.

The MC-UWMAC protocol dictates that the data channel
allocation scheme provides each underwater node with a
set of data channel such that each node neighborhood of
maximum size n has to be a unique singleton-intersecting
quorum system. We devote the next section to show how to
construct a unique singleton intersecting quorum system
containing n quorums, where n is the maximum neighbor-
hood size, each quorum is of size (n — 1), (n — 1) is the max-
imum number of neighbors for each node, using the
minimum number of distinct element {u;,...,uy}.

Theorem 1. Given n, the system Q = {5, ..., S,}, where
S1=A{1,2,...,n—1},V1 < j<n;card(S;) =n—1
and Sj = {(S1);_1,- -+, (Sj-1);1, (Sj-1),,_1 + 1,

oy (Sjm1) oy + (n = 5)}((Sp), refers to the gth
element of S),).
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is a unique singleton-intersecting quorum system under
U={1,...,N} where N, the number of distinct element, is
n(n—1)

equal to =5,

Proof.
e First, let us show that Q = {S;,...,S,} is a quorum
system where each quorum is of length (n — 1). Clearly
card(S;) =n —1, and
card(Sj) =j—14+n—j=n—-1Vl < j<n.

Moreover, by quorum construction, V{i,j};1<i,j<n
andi # j

if1 < 7 then (SL')]-_I C {SL n Sj}
else (S]')ifl C {57 n S]}

Consequently, Q = {51, ..., S,} is a quorum system.

e Now, let us demonstrate by recurrence that the
pair-wise intersections among (S;),.;.,, quorums is a
singleton. o

- For a given n and according to .S; definition

S1={1,2,...,n—1},
and
Sy ={1l,n,...,2n — 3},

hence 51 NSy = {1} = (S1),.

Note that, in Sy, except the first element 1, all the
others are greater than n — 1 and thus no one of them can
be an element of S;.

— Suppose that up to k < n,¥{i,j} <k, i#j and
i < jthen S;N Sj = {(57)]71}

Let us now demonstrate by contra-position that for
iteration k+1,Vi < k, Sj.1 N S; = {(Sz)k}

By construction, Sii1 = {(S1)):- -+, (Sk)gs (Sk)p_y+1s -0
(St)y+(n— Gk + 1))},

Accordingly (5;),, C {Sk+1 N S;}.

Suppose that card(Sj1 NS;) > 2, consequently there
must be m, m#i and 1 <m <k such that (S,,), C
{Sp1NS;} since all the elements {(Si), ,+1,...,
(Sk),_1+(n —(k+1))} of Spy1 are created only at step
k+ 1 and hence they do not exist in any other previous
set S;,1 < 7<k.

Since m #i and 1 <m <k, if m > i then S;NS,, =
{(Si)m—l’ (Sm)k}' Unless’ we prove that (Si)m,—l: (S’”)k ’
S; NSy, is not a singleton.

Since m > i, hence all the elements {(Sy),, ..,
(Sm),_1} are strictly greater than any element in S;.
Hence, (S,.),> (Si),,—; and thus S;NS,, is far from
being a singleton which contradicts our hypothesis
that up to k < n,¥{i,j} <k , i#j and i < j then
SinS; = {(Si)j—l}'

Consequently, Q = {Si,...,5,} is a singleton-inter-
secting quorum system.

— In order to prove the pair-wise difference among the
intersections, we suppose thati < j < £ < m < n.Hence

808 ={(S),4 )
and

Sk N Sm = {(Sk)mfl}'

Let us demonstrate by contra-position that (S;); ,#
(Slf)mfl' Suppose that (57)171: (Sk)mfl then Slmsk =
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{(Si)g-1,(Si);-1} which contradicts the pair-wise single-
ton intersection among S;.

Thus Q = {S1,...,5,} is a unique singleton-intersect-
ing quorum system.

— In order to find the total number of distinct needed
elements to construct ), we point out that at each step £,
when newly creating S, there are (n — k) elements that
are newly introduced compared to all previous sets

{S1,...,Sk1}. Thus, N = Y0 (n — 4) = "1,

To get more insight into the set construction proce-
dure, let us build the different sets for instance when
n =9. According to the proposed procedure, a unique
singleton-intersecting quorum system composed of 9

sets containing each 8 elements can be build as follows:

Sy ={1,2,3,4,5,6,7,8}
Sy = {1,9,10,11,12,13,14, 15}
Sy ={2,9,16,17,18,19, 20,21}
Sy = {3,10,16,22,23,24, 25,26}
S5 = {4,11,17,22,27,28, 29,30}
= {5,12,18,23,27,31, 32,33}
S7 = {6,13,19,24,28,31, 34,35}
Sy = {7,14,20,25,29,32, 34,36}
Sy = {8,15,21,26,30, 33,35, 36}.

Observe that the total number of distinct elements to
construct the unique singleton intersecting quorum

system is indeed ") — 9x8 — 3¢, O

3.4.2 Quorum and Slot Allocation Procedure

Once the singleton-intersecting quorum system @ =
{S1,...,S,} is built, the issue now is how to allocate the dif-
ferent S, (1 < g < n) to the sensor nodes such that each sen-
sor node has a different set compared to all its neighbors.
To do so, let us suppose that we have a sensor field of length
L and of width [ , where N,, nodes with a transmission
range R; each are manually and randomly deployed. We
suppose that the geographical coordinates of a node u is
(X, Y,). In order for our MC-UWMAC to work conve-
niently, we have to guarantee, to the most possible extent,
for each node u to choose a set S;, of data channels different
from all its neighbors. Moreover, in order to be energy effi-
cient, we prefer that the quorum allocation procedure does
not require any extra packet exchange among neighbors. To
do so, we propose that a node u's quorum set S,
(1 < g, < n) has to be selected as follows:

S‘Iu Ly = (Z.TL - 1) + (Ju - 1) X b, (4)
where

=[x )

. . y?l,
Ju = [Rc X pw (6)
p=[Vn] )

NT,()T,
®)
' LRJ rﬁﬂ
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As shown in Fig. 4 the main idea behind the proposed
quorum allocation procedure is to virtually partition our
field into a grid of cells of side R¢. The cell of size R is built
such that nodes in two adjacent cells are guaranteed to be
non neighbors. As depicted in Fig. 4, R¢ should be chosen
such that nodes located at the cell center will have all their
neighbors only inside that cell. In other words, R¢ must sat-
isfy the following:

fe

x(p—1) > Ry. (12)
According to Eq. (7), n denotes the maximum neighborhood
size. Note that, once the p is computed, the n value has to be
updated accordingly. For instance, if the maximum neighbor-
hood size is 7 then p will be set equal to 3 and hence the total
frame length as well as the number of quorum is n =9.
(24, Y. ) are the relative coordinates of a node u inside its own
cell of side R¢. Once our field is virtually divided into a grid
of cells of side R¢, we further partition every cell into smaller
ones of side H;—C such that the total number of cells is p* = n. By
doing so, we aim at locating every sensor inside a unique cell
and hence it will be assigned a unique slot number. Note that,
(2u, Ju) are the small cell indexes inside the corresponding
large one of side R¢ and g, is the small cell number as shown
in Fig. 4. ¢, will be the slot number assigned to node .

The proposed channel allocation scheme is expected to
highly decreases the probability of collision while guaran-
teeing multiple simultaneous data communication which
improves the overall network performance especially in
terms of throughput and energy efficiency.

Similarly, a node u will choose the slot s,, in the control
frame. As such, we guarantee that the quorum and slot allo-
cations are unique and most importantly without any extra
message exchange among nodes. It should be noted that
more than one node may select the same quorum number
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and thus the same slot number, if they reside in the same
small cell. Note however that, even in this case, collisions
are not systematic as it can be expected. For more details,
the reader is referred to Section 4, where a thorough colli-
sion study is provided. In the worst case, suppose that more
than one node are sharing the same quorum, thus, they will
have (n — 1) common data channels to communicate on, as
opposed to MM-MAC protocol where choosing the same
quorum set will prohibit any communication between
those nodes. Hence, in MC-UWMAC, depending on the
announced data channel occupancy in their respective
neighborhoods, these nodes may choose the smallest avail-
able data channel number during the handshaking process.

It is worth noting that under mobility condition, MC-
UWMAC needs to be rerun in order for the nodes to compute
their new slot number and new data channels subset. How-
ever, knowing that the underwater mobility is relatively
reduced, it is fair to state that MC-UWMAC would not need
to be frequently re-executed. Indeed, In the underwater envi-
ronment, sensor nodes move with the water currents whose
speeds depend on the water depth. Authors in [26] point out
that harsh current’s speed can reach a maximum of 2.5 m/s
at the water surface while it varies between 0.02 — 0.1 m/s at
deep water. Thus, opting for a deep deployment of the sen-
sor nodes will avoid MC-UWMAC to be rerun frequently as
the water current speed is reduced. Most importantly,
according to MC-UWMAC operation, a sensor node needs to
re-calculate its new slot number and data channels subset
index only if it leaves its cell of side length %. Knowing that
MC-UWMAC was conceived for sparse underwater sensor
network, the value of p is relatively small and hence the cell
size is relatively large and thus MC-UWMAC will naturally
tolerate sensor motion. For instance, for n=6 and
R; =1km, p will equal 3 and R¢ = 1.5 km and thus the
length of the cell side is equal to 500 m. In this case, according
to MC-UWMAUQ, as long as a sensor node is moving inside
its cell of side length 500 m, there is no need to rerun the slot
and quorum construction procedures as they will provide
the same values. As for determining the geographical coordi-
nates, UW-ASNs have nowadays at their disposal a number
of accurate and energy efficient localization techniques such
as [27],[28], [29] and [30].

3.5 Protocol Description

In this section, we provide a detailed description of our MC-
UWMAC protocol by describing the sender and the receiver
behaviors.

3.5.1 Sender Behavior

By default, every sensor node in the network listen on the
common channel. A node m having a packet to transmit
will send a RTS message on its scheduled slot s,, to a well
defined receiver. Note that, the RTS packet basically
includes the destination identifier, the end time of data
transmission depending on the number of packets in the
queue destined to the receiver. In order to avoid triggering
a communication with a busy node, every underwater sen-
sor must maintain a table called hereafter meeting table.
This table simply contains a list of in-progress communica-
tions with their associated members as well as correspond-
ing end times. Before transmitting, a node m first check its
meeting table. If the potential receiver is busy, then m will
defer its transmission till the mentioned end time of
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communication in its meeting table. Otherwise, the sender
proceed sending its RTS on its scheduled slot s,,,. If the RTS
is successfully received then the receiver will send back a
CTS and move to the appropriate data channel. After receiv-
ing the CTS, the sender may immediately move to the
intended data channel. It is worth pointing out that if the
sender does not receive the CTS then it will presume a colli-
sion and hence defer its access and go through the backoff
procedure as explained in Section 3.5.4.

3.5.2 Receiver Behavior

Having no packet to send or waiting for its own slot, each
underwater sensor node has to listen on the common con-
trol channel. Once a RTS packet is correctly received, first
the sensor node verifies if it is the actual target receiver of
the RTS packet. If so, the receiver starts by sending a CTS
confirming the data communication on the well known data
channel as such any useless possible invitation from one of
the receiver’s neighbor is avoided. However, if the received
RTS was intended to another node, the overhearer keeps
track of the sender and receiver identifiers along with the
presumed data channel as well as the end time of communi-
cation in the meeting table. By doing so, the overhearer
avoids triggering a communication with a busy node (the
sender or the receiver). Similarly, the overhearer keeps track
of all the previously mentioned information if it receives a
CTS packet. Therefore, any underwater sensor node wish-
ing to send a data packet to a well defined node, first it has
to check its meeting table. If the intended node is not busy,
the node will proceed sending a RTS packet in its own slot.
Otherwise, it has to defer its RTS transmission till the pre-
cised end time of communication in the meeting table.

Note that, since the underwater sensor networks are by
nature sparse, each sensor node will have only a few neigh-
bors. Consequently, the meeting table is manageable even
with very limited memory resources.

The working process of MC-UWMAC from the sender
and receiver sides are shown in the flowcharts of Figs. 5 and
6, respectively.

3.5.3 More Bit

An important detail of the MC-UWMAC protocol, which is
also found in a number of MAC protocols for sensor net-
works [31], [32], is the presence of a more bit in the header
of data packets. When this bit is set to 1, it indicates that
more data packets destined to the same sensor node are
waiting in the buffer of the transmitting node. When a data
packet is received with the more bit set, the receiving sensor
node continues listening on the same data channel without
sending the acknowledgment. Consequently, remaining on
the same data channel, the sender will proceed transmitting
the following data packet right after sending the previous
one, especially without getting back to the common channel
in order to take a new appointment (i.e.; by sending a new
RTS) with the same previous receiver. Therefore, the end-
to-end delay is decreased and the throughput flowing
through a given forwarder is increased.

3.5.4 Collisions Processing in MC-UWMAC

MC-UWMAC is conceived to provide collision free communi-
cation since the ultimate objective of MC-UWMAC is to maxi-
mize the throughput. Indeed, recall that thanks to our
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Fig. 5. Flowchart of the sender behavior.

quorum set construction, the multichannel hidden terminal
problem is avoided. Moreover, thanks to the TDMA-based
communication on the common control channel, we avoid the
long delay hidden terminal problem. Nevertheless, in some
MC-UWMAC settings, collisions may occur since our slot and
quorum assignment procedure is not completely 2-hop con-
flict free. That being said, in MC-UWMAC, unlikely collisions
may happen only in the control channel saving thus data
channels from undesirable costly collision. Indeed, in a given
data channel, the collision is completely avoided thanks to the
handshaking process in the common control channel along
with the meeting table management and the quorum system
construction procedure. Consequently, in MC-UWMAC, data
communication is guaranteed to be collision free.

Collisions in MC-UWMAC may happen only in the control
channel if two or more nodes are sharing the same slot num-
ber. In other words, and according to our slot assignment pro-
cedure, if more than one node reside in the small cell then
they will surely share the same slot in the TDMA frame, which
may cause collision when sending the RTS packet to a com-
mon neighbor. According to MC-UWMAC, a collision is
detected only after sending a RTS message for which no CTS
is received. Once a collision is detected, a node waits a ran-
dom number of frame periods (so called back-off delay)
before trying to retransmit again the RTS message in the same
slot. Retransmissions are scheduled according to the binary
exponential back-off strategy. Accordingly, an integer vari-
able BI(s) > 1 is associated to each slot s. Whenever the
sender node experiences a collision in slot s, it first doubles
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Fig. 6. Flowchart of the receiver behavior.

BI(s) up to maximum value of BI,,,. Then, the sender choo-
ses a random variable from interval [1, BI(s)]. Note that the
selected random variable denotes the number of frames to
wait before reattempting the RTS transmission. When a CTS
packet is received in slot s, the sender resets the back-off inter-
val to BI(s) = 1. In MC-UWMAC, BI,,,, is set equal to the
maximum number of nodes in the same small cell sharing the
same slot number. Finally, we brief that MC-UWMAC natu-
rally avoids collision at the data channel without requiring
any extra packet exchange among nodes and provides a
recovery mechanism to deal with the unlikely collision in the
common control channel. As opposed to MM-MAC and
CUMAC, where messages has to be exchanged among neigh-
bors in order to avoid collisions which is an energy consuming
procedure.

4 COLLISIONS ANALYSIS IN MC-UWMAC

In MC-UWMAC two nodes may experience a collision if and
only if they exist in the same small cell of side R—f In MC-
UWMAC having nodes in the same small cell does not mean
that they will systematically experience a collision. In order
to gain more insights into the occurrence of collision in MC-
UWMAC, let us closely inspect the MC-UWMAC behavior
for different value of maximum neighborhood size n.

4.1 Neighborhood Size n < 4

In this case, we deal with an extremely sparse network
where every node has at maximum 6 neighbors. Hence, our
p =2 and thus the size of the small cell is B¢ _9x R +e.
Consequently, nodes in the same small cell may be 2-hop
away, or even more since the diagonal line size is
2V2R; > 2% Ry, and thus traditional collisions may not
occur. However, they may suffer from hidden terminal col-
lision if one of the 2 sending nodes is addressing a common
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Fig. 7. Network virtual partition (p = 2).

neighbor. Looking at Fig. 7, reader may expect hidden ter-
minal collision between nodes in different small cell but
sharing the same slot number. Note however that since the
size of the small cell is greater than 2 x R; then such colli-
sion is completely mitigated. Indeed, as depicted in Fig. 7, if
node u and v initiate a communication simultaneously such
that v is addressing node w then w will not suffer from colli-
sion since w is not a neighbor of v. Indeed, because of the
small cell size, w can be either a neighbor of u or a neighbor
of v and hence hidden terminal collision between different
small cell sharing the same slot number can never happen.

4.2 Neighborhood Size n > 4

In this case, all the nodes in the same small cell are almost
neighbors. Indeed, for p = 3 the size of the small cell is almost
V2R, and for p = 4 the size of the small cell is %Rt. Note that
the size of the small cell decreases when p increases. Conse-
quently, they may suffer from traditional collision but never
hidden terminal collisions. Note however that in this case,
and according to MC-UWMAC, nodes in the same small cell
will have complete and accurate knowledge of nodes avail-
abilities as well as data channels availabilities since they are
all neighbors of each others and hence collisions can be fur-
ther reduced thanks to the meeting table management. That
being said, a node may have some missing entries in its meet-
ing table since it can be busy communicating in a data chan-
nel when a handshaking has been initiated in the common
control channel. In this case, there is a risk that the node
sends a RTS to a busy neighbor for which it will not receive a
CTS and hence no data communication will be handled. This
is actually the reason for which we conceive the RTS/CTS
handshaking scheme in the control channel just to be sure
that the intended receiver is free.

5 PERFORMANCE EVALUATION

We devote this section to analyze the performance of our
protocol MC-UWMAC first, under regular topologies where
every node has the same fixed number of neighbors; second,
under random topology where every node has variable
number of neighbors to evaluate whether the performance
of our protocol can be compromised and how it compares
with existing related protocols.

5.1 Numerical Simulation of MC-UWMAC under
Regular Topologies

Topologies, where nodes are placed at the vertices of a regular
shape and the shape edges are the links between nodes, repre-
sent the best case scenarios where MC-UWMAC performance
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TABLE 2

Numerical Simulation Parameters Setting
Simulation Time 7,200 s
Data Packet 200 B
(RTS/CTS/ACK) 20B
Tx power 10W
Rx power 80 mW
Acoustic speed 1,500 m/s
Max Packet sojourn 60s
Slot duration 2s
Total Bandwidth B 60 kHz

is optimal for two main reasons. First, adopting a regular
topology not only allows every node to have a similar and
fixed number of neighbors n but most importantly it allows a
conflict free slot assignment distribution using only n slots
which will completely mitigate collisions. As opposed to
a random topology, where the total number of slots equals
([m})z where 7., is the maximum neighborhood size.
Second, and consequently, under regular topologies, MC-
UWMAC will operate under a reduced number of data chan-
nels while being completely collision free which increases the
data channel capacities and hence the end to end delay as well
as the throughput and energy consumption are optimized.
For the aforementioned reasons, for regular topologies, we
opt for the numerical simulation of our MC-UWMAC proto-
col where we consider a rather small network size containing
25 nodes to study the hop by hop performance of MC-
UWMAC where every node is sending to every neighbor 4
packets per unit of time, A is the packet generation rate.
The numerical simulation settings are listed in Table 2.

5.1.1  Grid Topology

The first case study considers a grid topology. Accordingly,
every node has exactly four neighbors n = 4. Consequently
five slots need to be assigned to neighbors such that nodes
in the same neighborhood will have different slot numbers.
The slots assignment as well as the considered network
topology are shown in Fig. 8.

The associated data channels sets are built according to
Theorem 1 as follows:

Sy = {1,2,3,4}
Sy ={1,5,6,7}
S3 = {Qa 5a8a9}
Sy ={3,6,8,10}
S5 = {4,7,9,10}.
.4 .1 .2 .5 3’
2 5 3 4 1
® \ 4 \ 4 4 9
3 4 1 2 5
[ \ 4 4 4 9
1 2 5 3 4
4 L 4 . 4 L 4 9
5 3 < 1 2
[ L L L 4 L

Fig. 8. Grid topology.
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Fig. 9. Centered hexagonal topology.

Recall that a node assigned a slot 7 will have the data chan-
nels set S; where every data channel in S; will be used by the
node for dedicated communication with a given neighbor.

5.1.2 Hexagonal Topology
Fig. 9 illustrates our second regular topology case study
where nodes are organized according to a centered hexago-
nal topology. As shown in Fig. 9, the neighborhood size is 7,
where every node is assigned a unique and different slot
number.
The associated data channels sets are listed below:

Sl = {17 27 37 47 57 6}

Sy ={1,7,8,9,10,11}

Sy ={2,7,12,13,14,15}

S;=1{3,8,12,16,17,18}

S5 ={4,9,13,16,19,20}

Se = {5,10,14,17,19,21}

Sy ={6,11,15,18,20,21}.

5.1.3 Non Centered Hexagonal Topology

According to this topology, nodes are only placed at the ver-
tices of a virtual hexagon and hence every node is sur-
rounded by exactly three neighbors. The slot assignment
distribution is shown in Fig. 10.

The associated data channels sets are listed below:

S ={1,2,3}
Sy = {1,4,5}
S5 = {2,4,6}
Sy = {3,5,6}.

As explained earlier, in this section we are rather inter-
ested in analyzing the performance of MC-UWMAC on reg-
ular topologies on a hop by hop basis. Fig. 11 shows the
hop-by-hop delay for the three topologies while varying the
packet generation rate. As expected, in a similar collision
free scenarios, the hop-by-hop delay is increasing as func-
tion of the packet generation rate. This increase is mainly
due to the growth of the average waiting time (queuing
time) as depicted in Fig. 13. Indeed, as the packet generation
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Fig. 10. Non-centered hexagonal topology.
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Fig. 11. Average hop-by-hop delay.

rate increases, the nodes are much busier and hence reach-
ing to a free neighbor will be harder and needs more time.
Although, according to our protocol, when a node succeeds
in reaching a neighbor, it will deliver all the packets des-
tined to this neighbor as a burst as shown in Fig. 12.
Although, the average burst size is increasing with the
packet generation rate, which improves the performance of
MC-UWMAQC, the waiting time is still dominating the hop-
by-hop delay. A study of the correlation between the aver-
age waiting time and the average hop-by-hop delay,

waiting_timexhop_by_hop_delay
[|lwaiting_timel| x||hop_by_hop_delay||”

99.5 percent for the three topologies. Fig. 14 depicts the hop-
by-hop delay as function of the waiting time for the three
topologies. As expected, the curves are almost linear which
confirms the strong correlation between the waiting time
and the hop-by-hop delay. Note that, the waiting time,
according to our MC-UWMAC protocol is due to meeting
table consultation which avoids trying to reach to a busy
node and hence reduces collisions and saves energy.
Observe that the average hop-by-hop delay for the three
approaches is classified according to the neighborhood size.
Indeed, the hexagonal topology is achieving the highest
delay followed by the grid topology and last the hexagonal
non centered topology. Recall that the data channel capacity
is inversely proportional to the neighborhood size. In fact,

reveals a strong correlation of
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Fig. 13. Average waiting time (queuing time).

according to MC-UWMAC, the total number of data chan-
nels is NV = @ and hence the data channel bandwidth is
£. Consequently, when we increase n, the data channel
bandwidth is decreasing and hence the transmission delay
is increasing.

Fig. 15 shows the average hop-by-hop throughput as
function of the packet generation rate for the three
approaches. As expected, in a collision free scenarios, the
throughput is increasing with the packet generation rate
since the total number of successfully received packets dur-
ing the simulation time is increasing. Indeed, according to
MC-UWMAQC, increasing the packet generation rate will
further justify the usefulness of the burst transmission as
shown in Fig. 12 and hence, the average hop-by-hop
throughput will considerably increase. Here again, the hex-
agonal non centered topology is achieving the highest
throughput as it has the lowest neighborhood size followed
in order by the grid topology and finally the hexagonal
topology which has the highest neighborhood size (n = 7).

Finally, Fig. 16 depicts the average consumed energy per
useful bit for the three regular topologies in our study. As
expected, the energy efficiency of MC-UWMAC grows with
the traffic rate. Indeed, based on the growth in the through-
put as function of the traffic rate explained above, one would
expect an increase in the energy consumption. However,
according to MC-UWMAC, increasing the traffic rate will
increase the burst size as shown in Fig. 12, and hence one
handshaking exchange (RTS/CTS) will be enough to send
more than one data packet. Consequently with a little bit
more energy, the protocol is able to deliver many more
packets. Here again, the hexagonal non centered topology
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Fig. 15. Average hop-by-hop throughput.

achieves the highest energy efficiency since it has the smallest
neighborhood size and thus has at its disposal the largest data
channel capacity which reduces the transmission and the
reception times and so their associated energy consumption.

5.2 MC-UWMAC Performance Under Random
Topology

Inspired by the the discrete-event underwater acoustic net-
work simulators developed in [3], we have implemented
our multi-channel underwater acoustic network simulator
to assess the performance of MC-UWMAC under random
topology. In our simulations, we consider a network of 49
nodes uniformly deployed over a square area of length
5 Km supplied with constant bit rate traffic. The transmis-
sion range is 1 Km and the nominal speed of sound in water
is 1500 m/s. Data and control packets are of size 200 and
20 bytes, respectively. Control slot duration is 2 s long. We
employed the energy consumption model adopted in [3],
where the transmit power (10 W) is 125 times the receive
power (80 mW). In addition, we assume that nodes have a
buffer for each of its neighbors and perform a continuous
monitoring of the target area where four sinks are placed at
the corners. Each simulation runs for 3,600 s.

On our chosen random topology of 49 nodes, we run MC-
UWMAC for different values of p and we compare it with
MM-MACI[3]. Note that, every value of p lead to new frame
size (p?) and hence a new slot number as well as a new data
channel subset for every node in the network. Moreover,
choosing a new value of p will impact the total number of data

channels (N = @ where n is p?) and hence the data channel
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Fig. 17. Collision probability.

bandwidth. Consequently, varying p will help finding out the
optimal value of p that optimizes the performance of MC-
UWMAC in terms of throughput and energy per bit.

Fig. 17 shows the probability of collision on the control
channel as function of the traffic rate for both our MC-
UWMAC protocol for different p values as well as for
MM-MAC protocol for comparison purposes. First, note that
MC-UWMALC succeed to achieve very low collision proba-
bility, especially for p = 3 and p = 4, that is even lower than
the one achieved by MM-MAC. Indeed, Thanks to our quo-
rum and slot assignment procedures, we aim at providing to
the most possible extent a collision free communication.
However as mentioned before, co-existing nodes in the same
small cell will probably cause simultaneous RTS transmis-
sions. In this case, nodes will defer their transmission accord-
ing to a backoff strategy to avoid repetitive collisions. The
MM-MAC protocol was also conceived to provide a collision
free communication but the proposed slot assignment proce-
dure is not as efficient as ours since it relies on node ID,
which did not guarantee the overlapping of default and
switching slots of communicating nodes. Moreover, MM-
MAC didn’t conceive any solution to deal with collision and
hence repetitive collisions may happen. Moreover, observe
that the collision probability is decreasing with p. In fact, by
increasing p, the size of the small cell is further reduced and
hence we guarantee that only a unique sensor is located in
every small cell and thus every sensor will have its own
unique quorum and slot that is 2-hop conflict free and hence
collision free communication is absolutely assured. Now,
regarding the collision probability behavior as function of
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the traffic rate, as expected, the collision probability is
increasing with the traffic rate till reaching saturation.

Now, we evaluate the performance of our protocol MC-
UWMAC and compare it with MM-MAC in terms of end-
to-end delay. It is worth pointing out that all the end-to-end
delay curves show a quite similar behavior as function of
the traffic rate (see Fig. 18). Most importantly, Fig. 18 exhib-
its a convex upwards behavior since it is a tradeoff between
two compromises. First, increasing the traffic rate will
not only increase the unlikely collision probability but most
importantly it will increase the data packet average waiting
time as nodes need to wait longer for a neighbor who is
busy in delivering longer bursts of data packets as expl-
ained in Figs. 13 and 12. Second, for high values of the traffic
rate, the burst size will considerably increase leading to a
decrease in the end-to-end delay as once a node succeed its
handshaking with an intended receiver it will be able to
send much more data packets and hence compensate for
the long waiting times which will further justify the burst
sending feature in sparse heavy loaded networks. Notice
that according to Fig. 13 the average waiting time starts by
increasing then reaches a limit for high traffic rates. How-
ever, the average burst size keeps increasing. Consequently,
for high traffic generation rates, with almost the same wait-
ing time, sensor nodes will be able to send much more data
packets which will inevitably decrease the end-to-end
delay. Note that Section 5.1 has been added as a numerical
simulation in order to better understand MC-UWMAC
behavior and which criteria are impacting the end-to-end
delay, throughput and the energy per bit in a collision free
environment as the probability of collision in MC-UWMAC
is very low. Now, assessing the performance of MC-
UWMAC for different values of p, as expected the end-to-
end delay is increasing with p mainly due to the reduced
data channel bandwidth. Recall that, the total available
bandwidth will be divided into N data channels where
N = @ and n is p?. Thus increasing p decreases the data
channel bandwidth which will increase the transmission
times and hence longer delays are experienced. MM-MAC
adopts the same behavior, namely the convex upwards
aspect for the same reasons. However, MM-MAC ends up
increasing again for the simple reason that the burst size for
MM-MAC has a maximum value. Recall that time in MM-
MAC is rigidly slotted into control and data periods of fixed
sizes which imposes a limit on the number of sent data
packets during the data period. Hence, a given sender will
be obliged to start a new handshaking even if it still has
data packets for the same receiver which is not the case for
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MC-UWMAC. Nevertheless, MM-MAC succeeds to achieve
better end-to end delay for traffic rates between [0.18,0.25]
while MC-UWMAC (for p = 3) clearly outperforms MM-
MAC for traffic rates between [0.01, 0.15].

Fig. 19 depicts the network throughput for both protocols
as function of the traffic rate. For both protocols, the
throughput increases with the traffic rate. Observe that,
MC-UWMAC, especially with p = 3 and p = 2, outperforms
MM-MAC in terms of throughput, regardless the generated
traffic rate. Indeed, MC-UWMAC achieves up to 74 percent
improvement in network throughput over MM-MAC for a
traffic rate of 0.25 pkts/s. Consequently, we can state that
MC-UWMAC handles heavy loaded networks, as well as
light loaded ones, better than MM-MAC. Indeed, the main
reason behind the degradation of MM-MAC throughput is
the design of a control and data period of fixed duration.
Actually, this separation between control and data period
will not only limit the data period and increase the end-to-
end delay and hence badly impact the throughput as
explained above but also it will prohibit simultaneous data
transmissions and handshaking among different pair of
nodes. However, with MC-UWMAC, not only simultaneous
data communication can occur separately in different data
channels but also the handshaking process in the common
control channel naturally continues to take place at the
same time which will further increases the number of suc-
cessfully received packets by the sinks.

Now, to get more insight into the energy efficiency of both
protocols let us inspect the energy consumption per useful bit
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as function of the traffic rate. As shown in Fig. 20, MC-
UWMAC (p =3 and p = 2) is clearly more energy efficient
than MM-MAC. The energy consumption for MM-MAC can
be considered as closer to the case p = 4 where our protocol
consumes more energy due to the reduced data channel band-
width size which increases the transmission and reception
time and hence the resulting energy consumption. p = 2 and
p = 3 are clearly more energy efficient since they succeed to
achieve much higher throughput while using a data channel
of reasonable width. Moreover, it is worth noting that MC-
UWMAC naturally avoids collisions and achieves high
throughput without requiring any extra packet exchange
among nodes. As opposed to MM-MAC, where notification
messages has to be continuously sent during the remaining
control period by any pair of nodes who have succeeded their
handshaking in order to avoid data collision which is an
energy consuming procedure.

As a recap, we recommend to set p either equal to 2 or
3 in order to increase the throughput while being energy
efficient. However, p =4 highly decreases the collision
probability but provides reduced throughput and energy
efficiency due to the reduced data channel bandwidth.

6 CONCLUSION

In this paper, we proposed a novel multichannel MAC proto-
col, MC-UWMAC, especially designed for the underwater
environment. MC-UWMAC operates on single slotted control
channel for handshaking and multiple data channels. To guar-
antee a collision free communication, MC-UWMAC employs
two key related procedures: i) a grid based slot assignment on
the control channel and ii) a newly designed quorum based
data channel allocation which aims at guaranteeing for each
pair of neighbor nodes a unique and 2-hop conflict free data
channel for their data transmission. The quorum construction
and slot allocation procedures, not only highly decreases the
probability of collision but most importantly do not require
any extra packets exchange between nodes which increases
the energy efficiency of MC-UWMAC. Simulation results
show that significant throughput improvement is achieved by
our MC-UWMAC protocol since it allows multiple simulta-
neous almost collision-free communications to take place on
the control channel as well as all available data channels.
Moreover, MC-UWMALC is energy efficient since it avoids
collision without requiring any additional control packet
exchange among nodes. We believe that the proposed MAC
protocol is a promising Multichannel communication scheme
since it achieves better performance over MM-MAC [3],
thanks to the careful design of MC-UWMAC.
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